Due to its exponential growth, cloud computing can no longer be considered an emerging technology, but neither is it (yet) a mature and stable technology. This white paper reports the results of a recent study conducted by ISACA and the Cloud Security Alliance (CSA) to examine cloud market maturity through four lenses: cloud use and satisfaction level, expected growth, cloud-adoption drivers, and limitations to cloud adoption. The study determined that the increased rate of cloud adoption is the result of perceived market maturity and the number of available services to implement, integrate and manage cloud services. Business drivers influencing cloud adoption include user satisfaction and cloud-driven innovation, and technology drivers focus on scalability, agility and cost reduction. While small/medium enterprises and large organizations have differing priorities, overall the mean scores are high for expected and realized benefits from cloud usage.
INTRODUCTION

Cloud computing continues to evolve from a concept to revolutionize the way computing resources are managed and distributed to a proven solution that delivers many benefits to enterprises of all sizes. A recent ISACA assessment of the top 10 technology trends found that cloud computing continues as a leading business trend driving business strategy. Cloud computing is no longer considered an emerging technology, due to its exponential growth in recent years. However, cloud computing cannot yet be considered a mature and stable technology. Cloud computing offers both the benefits and the drawbacks that come with innovation.

The main technology drivers for cloud adoption remain consistent: enterprises’ expectations for scalability, agility and cost reduction.

A recent cloud market maturity study by ISACA and the Cloud Security Alliance (CSA) determined that the increased rate of cloud adoption is the result of perceived market maturity and the number of available services to implement, integrate and manage cloud services. The study looked at four specific areas: cloud use and satisfaction level, expected growth, cloud-adoption drivers and limitations to cloud adoption. Other major contributors to cloud market growth that the study identified are the standardization of cloud services, protocols and platforms for application development and deployment and the establishment and proliferation of cloud service brokers/integrators.

The purpose of this white paper is to report on the maturity of the cloud computing market to provide better insight for users and providers into the business drivers (e.g., strategic purposes, user satisfaction, assurance that cloud-specific issues are being addressed and cloud-driven innovation) and technology drivers (scalability, agility and cost reduction) that influence cloud adoption.

Cloud Computing Maturity Stage

According to the market maturity model in figure 1, cloud computing is in the growth stage: Adoption and innovation are on the rise and enterprises are experiencing the promised benefits. However, roles and responsibilities are still unclear, especially in the areas of data ownership and security and compliance requirements. Cloud market trend studies by North Bridge and RightScale report findings that are similar to the ISACA/CSA cloud market maturity study and corroborate its conclusions, which are based on the following factors:

- Cloud adoption and growth
- Cloud use for business as usual (BAU) or strategic purposes
- Level of user satisfaction
- Extent of innovation in the cloud and who is driving it
- Objectives and value expectations delivered
- Common understandings, definitions, and assignment of roles and responsibilities
- Issues that need to be addressed
- Optimism that issues are being addressed and can be solved

Figure 1—Cloud Market Maturity Model

<table>
<thead>
<tr>
<th>STAGE</th>
<th>DISTINGUISHING ELEMENTS OF THE CLOUD MARKET</th>
</tr>
</thead>
<tbody>
<tr>
<td>Infancy</td>
<td>The market is small with a potential for growth and innovation that has not been realized. The definition of cloud and related roles and responsibilities is not clear. Return on investment (ROI) is uncertain. Users and providers can be considered early adopters.</td>
</tr>
<tr>
<td>Growth</td>
<td>The market demonstrates significant adoption, rapid growth, and notable innovation in terms of product offerings and use. Definitions of cloud computing and how it can be leveraged are clear. Roles and responsibilities for cloud within the enterprise have evolved to address cloud’s unique aspects. Cloud computing is being integrated into core business activities. ROI is clear and examples of successful use are well known. Innovation leads to new product offerings not possible in earlier stages.</td>
</tr>
<tr>
<td>Maturity</td>
<td>Market growth has reached its peak. The level of innovation is slowing. New entrants have a difficult time distinguishing themselves from established service providers. Organizational roles and responsibilities are stable, as are relations between users and providers. Cloud computing is business as usual.</td>
</tr>
<tr>
<td>Decline</td>
<td>The cloud market is saturated with suppliers. Cloud computing is a commodity. Market leaders are clearly defined. There is little room for new entrants or new product offerings. Users and providers are looking for the next big opportunity.</td>
</tr>
</tbody>
</table>


2. The ISACA/CSA cloud computing market maturity study surveyed ISACA and CSA members during the third quarter of 2013. Completed surveys were received from 315 members, representing North America (35.6 percent), Europe (26.2 percent), Asia (18.7 percent) and Latin America (8.9 percent).
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KEY INSIGHTS

Security and privacy continue to be the main inhibitors of cloud adoption because of insufficient transparency into cloud-provider security. Cloud providers do not make available to cloud users information about the security that is implemented to protect cloud-user assets. Transparency into the adequacy of the system of internal controls provides “trust in operations, confidence in the achievement of enterprise objectives and an adequate understanding of residual risk.”

Audits and certifications are the traditional security assurance tools that are used to determine whether a service provider is in compliance with a set of security controls, but these tools may not be adequate for users in a cloud ecosystem who need to demonstrate a greater level of assurance for compliance purposes.

Enterprise size influences cloud use. The ISACA/CSA cloud market maturity study found that:

- Platform as a Service (PaaS) is preferred by large enterprises that need resources to develop and test new applications.
- Software as a Service (SaaS) is preferred by small and medium-sized enterprises (SMEs) that see value in the use-per-pay model for applications that otherwise would be major investments to develop, test and release using in-house resources.
- Private and hybrid are the preferred deployment models for large enterprises that need to integrate existing technology with cloud products, or that may have legal and compliance requirements that limit their adoption of public clouds.

Note: For the ISACA/CSA cloud market maturity study, enterprises with one to 999 employees are considered to be small and medium-sized enterprises (SMEs); enterprises with 1,000 or more employees are considered to be large enterprises.

Economic factors, political stability, regulatory requirements and cultural differences influence cloud market development. While historically companies in the United States have adopted technology earlier than their European counterparts, a recent Cloud Security Alliance survey found that is not the case with cloud technology. Just 69 percent of companies in the Americas are moving forward with cloud services, compared to 84 percent in other regions surveyed. Market share is expected to change dramatically as emerging regions experience even faster growth over the next five years.

Enterprises are experimenting with cloud computing and trying to determine how cloud fits into their business strategy. For some, it has become clear that cloud can be an enabler for new process models that can transform the business and add to their competitive advantage. By adopting cloud-based applications to support the business (e.g., accounting, email services, printing, customer relations management, supplier relations management and disaster recovery), SaaS adoption is enabling enterprises to channel capital into the development of their core competencies. IaaS and PaaS adoptions enable enterprises to experiment with new technologies and new services that require resources that would be prohibitively expensive if they were procured via in-house implementation. IaaS and PaaS also allow enterprises to adapt to the rapid changes in market demand, because they have the option of creating a completely new offering faster and cheaper.

CLOUD ADOPTION AND GROWTH

Use of cloud services has increased significantly since 2012—with both supply and demand growing. A study by KPMG found that a majority of organizations had already begun adopting some form of cloud (or ‘as-a-service’) technology, with respondents expecting to move even more business processes to the cloud in the future.

Figure 2 shows the cloud computing adoption growth between 2013 and 2015.
A great number of enterprises have adopted some degree of cloud technology; however, the depth of adoption remains limited and a great deal of potential value remains to be exploited (figure 3). Several factors affect the consistent increase in use of cloud services—especially uncertainty in the economic environment, which has fueled more pay-per-use than pay-at-once models. Another influential factor is the ability to shift capital expenditures to operating expenses by using cloud services that maximize information technology (IT) budgets. The most common and compelling influence for cloud adoption growth is cost reduction.

The expectation of enterprises adopting cloud services is that they will have lower-cost and more-agile IT resources to support the growth of their core business.

Other factors that influence the rapid cloud market growth include:  

- Standardization of services, protocols and platforms for application development and deployment. Standardization allows for the efficient integration and maintenance of cloud services.
- Establishment and proliferation of cloud service brokers/integrators. Because of the increasing complexity of applications and enterprises that are procuring multiple cloud-based applications, cloud service brokers/integrators partner with enterprises to help integrate applications and data to reduce conflicts in accessing shared data repositories.

Cloud Service and Deployment Model Use

The ISACA/CSA study concluded that SaaS remains the most adopted type of cloud service, and PaaS had the most growth between 2012 and 2013 (54.8 percent). (See figure 4.)

SaaS dominates the public cloud market, accounting for 58 percent of the US $44.2 billion in annual global spending, according to Capgemini TME Strategy Lab. SaaS is an attractive option due to the ability to subscribe to key applications and business processes and pay only for the resources actually used. Many enterprises cannot host their own diverse array of systems required to conduct their business, such as customer relationship management (CRM), enterprise resource planning (ERP), human resources, inventory systems or payroll systems.

---

PaaS growth is the result of enterprises embracing new ways to meet market demands. PaaS helps to reduce the time to deploy custom applications, because projects can be launched without requiring the provisioning of internal resources (e.g., network, servers, backup devices and security infrastructure) for development and testing.14

Private cloud is still predominant and is the preferred deployment model across all industry sectors. However, hybrid cloud is expected to grow because it offers greater flexibility. Private clouds will be reserved for specific end uses.

Community clouds are generally used by a cluster of enterprises within a particular industry and enable enterprises to exploit the full benefits of the cloud and collaboration. Most community clouds are expected to be replaced with a model that still allows enterprises to collaborate and benefit from using cloud services, but moves away from the community model.

Expected Growth
ISACA/CSA study respondents expect their enterprises to expand the use of all categories of cloud services and deployment models, except community clouds.

The rate of cloud adoption is closely related to the perceived level of market maturity, according to the ISACA/CSA study results. As vendors become more proficient in selling, implementing and sustaining cloud services, the rate of adoption should continue to grow. Enterprises that use cloud services are evolving from early adopters to early maturity users that are integrating cloud computing into core business activities successfully. However, the roles and responsibilities for cloud operations are still being defined.

Continuous maturity growth will be driven by improvements to cloud services delivery, the availability of more information to help enterprises decide whether cloud computing is a viable option for them and how best to use the benefits, and the emergence of new cloud brokers and integration vendors.

Cloud computing is not marketing hype anymore; for many enterprises, cloud has become a critical part of the IT landscape.

*As cloud begins to become more mainstream within the business environment, we are seeing organizations move from the ‘when and why’ of the cloud adoption process to instead focus on the ‘how’.*15

**Expected Growth by Enterprise Size**

SMEs favor SaaS because ready-to-use applications that are procured under pay-per-use terms fit their strategic goals. Large enterprises may have goals or obligations that require applications to be hosted in-house, eliminating SaaS as a viable option. However, large enterprises recognize that using cloud services in the early stages of the application life cycle has value. Using IaaS, PaaS or both can help increase developer productivity, reduce time to market and save money in the process.

**BUSINESS AS USUAL OR STRATEGIC PURPOSES**

The ISACA/CSA study results show that cloud services are commonly used to meet BAU and strategic goals. Figure 5 shows the mean response of cloud users regarding the use of cloud services and models to accomplish both types of goals. Responses were recorded on a range of 1 to 5, where 1 indicates that the user strongly disagrees that the service or model is an essential part of BAU or strategy, and 5 indicates that the user strongly agrees that the service or model is an essential part. However, the long-term expectation is that cloud services will be more important for BAU than strategic plans. The proliferation of ready-to-use SaaS applications is already an essential part of BAU, and most cloud market analysts predict that SaaS will continue to grow and become more intrinsic to day-to-day and some mission-critical business processes.

**Figure 5—Cloud Use for BAU and Strategy**

<table>
<thead>
<tr>
<th>CLOUD SERVICE/ MODEL</th>
<th>ESSENTIAL TO BAU</th>
<th>ESSENTIAL TO STRATEGY</th>
</tr>
</thead>
<tbody>
<tr>
<td>IaaS</td>
<td>4.29</td>
<td>4.33</td>
</tr>
<tr>
<td>PaaS</td>
<td>4.23</td>
<td>4.38</td>
</tr>
<tr>
<td>SaaS</td>
<td>4.27</td>
<td>4.32</td>
</tr>
<tr>
<td>Private</td>
<td>4.08</td>
<td>4.26</td>
</tr>
<tr>
<td>Hybrid</td>
<td>4.14</td>
<td>4.30</td>
</tr>
<tr>
<td>Community</td>
<td>4.08</td>
<td>4.18</td>
</tr>
</tbody>
</table>
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USER SATISFACTION

The level of satisfaction with cloud services is on the rise, according to the ISACA/CSA respondents. The most significant level of satisfaction was reported for PaaS.

PaaS is highly favored by IT professionals, especially developers, who prefer to spend their time writing and testing code rather than managing servers, administering databases and managing user access. PaaS offers developers “a highly automated environment in which elements like patches, service packs, and upgrades are abstracted away, and libraries of application services are available for easy plug in to a newly developed application.” Ease of use and increased productivity result in greater user satisfaction and tangible economic benefits for the enterprise.

SMEs are highly satisfied with IaaS, PaaS and SaaS, but large enterprises are only moderately satisfied with the three cloud service models. Satisfaction levels are closely related to the ability to use cloud services throughout a system’s life cycle.

The responses to the survey question inquiring into the level of user satisfaction with deployment models show a pattern similar to the responses regarding the level of satisfaction with service models. The level of satisfaction with cloud services and deployment models is expected to increase as the market matures and vendors define standards to minimize the complexity around cloud adoption and management. Furthermore, the proliferation of cloud service brokers and integrators is helping enterprises to integrate applications, data and shared storage in a more efficient way, thus making ongoing maintenance easier.

INNOVATION

Cloud innovation is driven by service and product developers who are trying to meet public demands for ubiquitous access to data. Examples of enterprises that are benefiting from cloud innovation are multiplying as the market matures and grows.

According to Pat Romzek, vice president of global market development and collaboration solutions for Cisco, “Cloud-based tools and platforms are enabling an unprecedented wave of collaboration within and between enterprises.” Enterprises of all sizes need to have a consistent set of experiences and capabilities among all their locations and multiple vendors. Some enterprises face the challenge of being trapped in a set of legacy capabilities that are disparate, while other enterprises face the challenge of needing to implement new capabilities to establish collaboration. The cloud provides a broad array of capabilities to everyone, anywhere in the world, in real time and at a lower cost (when compared to system upgrades or new in-house implementations).

Figure 6 shows the most common cloud applications.

![Most Popular Cloud Apps](image)

**Figure 6**—Most Popular Cloud Apps

<table>
<thead>
<tr>
<th>Business Applications Deployed</th>
</tr>
</thead>
<tbody>
<tr>
<td>Web apps 43%</td>
</tr>
<tr>
<td>Collaboration &amp; communication apps 39%</td>
</tr>
<tr>
<td>Sales &amp; marketing apps 30%</td>
</tr>
<tr>
<td>Productivity 29%</td>
</tr>
<tr>
<td>IT operations 26%</td>
</tr>
</tbody>
</table>

Mobile apps connect enterprises and consumers and became more effective and valuable with readily available cloud data and processes, rather than proprietary data stores. Networking applications, such as LinkedIn, use the cloud to connect professionals worldwide. Gartner’s “Nexus of Forces is the convergence and mutual reinforcement of social, mobility, cloud and information patterns that drive new business scenarios.”

One particular example of cloud-driven innovation is the User-Managed Access (UMA) protocol that was awarded the 2014 Best Innovation in Information Security Award from the European Identity & Cloud Conference. The protocol was initially designed to help individuals control Internet data sharing, but UMA’s capability to provide authorization as a service is now

18. Ibid.
enabling enterprises to control access to sensitive resources in cloud and mobile environments. “UMA’s flexibility toward users and enterprise authorization makes it a key business enabler innovation for the evolution of business driving, and privacy respective, identity and access management.”

Demand for Innovation

The ISACA/CSA study results show that the demand for innovation is much greater for large enterprises than it is for SMEs. This demand difference may be related to the fact that large enterprises need to innovate existing processes to stay relevant, but SMEs use innovation to create new products to enter the market. Changing existing technology and processes requires coming up with inventive ways to meet business goals without extensive investments.

OBJECTIVES AND VALUE EXPECTATIONS

Reliability, agility and elasticity appear to be the most important cloud-use technology benefits to users, and financial benefits are slightly less important. Enterprises that are focused on performance prefer large cloud service providers that have invested in an extensive infrastructure and the ability to manage these infrastructures.

For many enterprises, IT is not a core competency, and outsourcing to achieve increased reliability, agility and elasticity (plus reduction in cost) is the key technology driver for adopting cloud solutions. The highest adoption of cloud is occurring with SMEs and is due largely to a lack of capability in IT.

In the North Bridge survey referenced previously, agility, cost and scalability are the top three drivers behind the decisions to adopt cloud services. Innovation or competitive advantage is a driver for 35 percent of the respondents. For companies with over 5,000 employees, moving capital expenses to operating expenses is becoming more important as a driver.

As the cloud market matures, SMEs and large enterprises may favor the innovative solutions of small cloud providers over the stability of large cloud service providers. Enterprises that use small cloud providers will also gain stability, because the small, innovative cloud providers host their solutions at large, stable, infrastructure cloud providers. Costs may go down because large cloud service providers will enjoy economies of scale.

The ISACA/CSA study found that the difference in importance between performance and financial benefits is more evident when comparing responses of SMEs and large enterprises.

It may be that the cost of technology and the percentage of total cost that it represents in large enterprises influence a slight preference for reducing the costs that are associated with IT resources. SMEs are primarily influenced to adopt cloud for IT services to improve capabilities, rather than to reduce costs. SMEs prefer leveraging the cloud to obtain technical capabilities, rather than building their own infrastructure and hiring the necessary resources to run it. Preference for performance-improvement benefits seems to correlate to the rate of SaaS adoption by SMEs, and the preference for financial benefits correlates with the rate of IaaS and PaaS adoption by large enterprises.

According to the Microsoft Trustworthy Computing SME cloud trust study, 94 percent of SMEs have experienced performance benefits from using cloud services. The performance benefits have led to financial benefits and the ability to invest in areas such as product development and innovation and expanding to new markets.

Following are the Microsoft Trustworthy Computing study findings:

- 94 percent of SMEs have experienced security benefits, such as up-to-date system patching, up-to-date antivirus protection and spam email management.
- 91 percent of SMEs have seen improvement in the security of the enterprise.
- 75 percent of SMEs have experienced improvements in service availability.
- 96 percent of SMEs are confident their cloud provider can quickly and effectively restore services during an outage.
- 91 percent of SMEs said their cloud provider makes it easier for them to meet compliance obligations.
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The ISACA/CSA study showed high mean scores for expected and realized benefits.

InformationWeek has been collecting information about the state of the cloud since 2010; that material shows that enterprises that use cloud services are not planning to revert to on-premise infrastructure. The decision to keep current cloud services is based on the fact that cloud does deliver the promised benefits.25

Expected benefits of cloud adoption are high, but it is important to remember that the cloud market is still maturing and the results reported are based on the experiences of early adopters who are trying to figure out the best way to exploit cloud benefits. The cloud market is transitioning from the infancy stage of the market maturity model into the next stage in the market maturity model—growth. In the growth phase, enterprises that are already using cloud and those adopting cloud for the first time should see a better balance between expected benefits and realized benefits.

COMMON UNDERSTANDING/ ROLES AND RESPONSIBILITIES

In 2008, there was no agreement on a definition of cloud computing; since then, cloud computing adoption and understanding have grown consistently and continue to gain followers.26 Cloud providers and users are improving their understanding of how to implement and sustain cloud services. During the cloud market’s infancy, most implementations were the result of enterprises responding to new business requirements.

As the market matures, the definition of cloud and how to use it are becoming clearer; roles and responsibilities for providers, integrators and users are evolving to address specific needs; and innovation and investment are improving cloud infrastructures.

The cloud computing market does not have common criteria by which to measure cloud-provider security. CSA, European Network and Information Security Agency (ENISA), US National Institute of Standards and Technology (NIST) and other international organizations have published studies, surveys and recommendations on measuring cloud-provider security, but no formal standards exist. This lack of standards is mainly because of the multiple regulations in various regions of the world. An example of a mature cloud-security assessment program is the US Federal Risk and Authorization Management Program (FedRAMP), which is a “government-wide program that provides a standardized approach to security assessment, authorization, and continuous monitoring for cloud products and services.”27

ISACA, CSA, NIST, ENISA, the Open Web Application Security Project (OWASP) and the British Standards Institution (BSI) are some of the organizations that have published materials to help enterprises to decide whether the cloud is a viable option for them and how best to leverage the benefits. However, even if the market outlook is optimistic, enterprises should avoid rushing to adopt cloud services until they have a solid strategy that includes roles and responsibilities for IT, the business and cloud service providers.

CHALLENGES

The ISACA/CSA study found that the most significant cloud concerns involve security and international data privacy requirements, data custodianship, legal and contractual issues, provider control over information, and regulatory compliance. Figure 7 shows the cloud computing concerns of the ISACA/CSA cloud market maturity study respondents.

![Figure 7 — Fear Factor of Cloud Adoption — Cloud Computing Concerns](image-url)

- Security/Privacy: 54.0%
- Data Ownership: 46.7%
- Legal & Contract Issues: 39.8%
- Regulatory Compliance: 38.7%
- Control Information Assurance: 37.5%
- Contract Lock-in: 30.3%
- Disaster Recovery/Business Continuity: 20.1%
- Performance Monitoring: 16.8%
- Performance Standards: 16.2%
- Longevity of Supplier: 15.5%
- Technical Stability: 14.4%
- Capability of Supplier: 14.0%

27. FedRAMP, Program Overview, www.fedramp.gov/about-us/about/
Studies by other organizations report similar concerns about cloud computing and the main obstacles for cloud adoption. For example, the 2014 North Bridge study reports that security, privacy and compliance are the top inhibitors:

- Although security declined as an inhibitor in 2013, to 46 percent, it rose again in 2014, to 49 percent.
- The privacy inhibitor increased from 25 percent in 2011 to 31 percent in 2014.
- Regulatory/compliance concern makes it an inhibitor for over 33 percent of the North Bridge survey respondents.
- Interoperability dropped 49 percent as an inhibitor.
- Concern about lock-in is an inhibitor for 29 percent of the respondents.
- Network bandwidth is an inhibitor for 25 percent of the respondents.
- Concern about reliability decreased from 30 to 16 percent, between 2011 and 2014.

Cloud adoption in the European Union public sector is being delayed because of fears about how sensitive data can be secured, according to a 2015 report by ENISA.

ENISA reports that European Union member states encounter the following challenges to cloud adoption for governmental services:

- Data protection and compliance
- Interoperability and data portability
- Identity and access management
- Auditing
- Adaptability
- Availability
- Risk management
- Detailed security service-level agreement formalization

Overcoming Cloud Concerns

Both cloud providers and users have a role to play in addressing cloud concerns. Cloud providers need to demonstrate their capabilities to deliver services in a secure and reliable manner. Enterprises must understand their own accountability for security and compliance and their responsibility for implementing the necessary controls to protect their assets. The following can also help to overcome concerns with cloud computing:

- Cloud providers understand that their survival depends on meeting user expectations. Robust security and reliability are part of the competitive advantage that can make a provider the preferred partner.
- Cloud security processes are maturing to address security, privacy, data custodianship, and legal and contractual issues.
- Over time, customer needs drive improvements in all areas, including security.
- Enterprises may not want to wait until all cloud risk is addressed before adopting cloud computing for its benefits.
- As cloud providers improve the features that make cloud attractive—on-demand, easy-to-scale and pay-per-use capabilities—cloud adoption will increase.
- Major cloud providers should consider regional strategies for satisfying regional requirements for data security and privacy. Currently, the EU is leading the charge on privacy laws, while Asia is just beginning to consider privacy and cyberthreats as real concerns.
- Contract lock-in may not be resolved completely until the cloud market reaches maturity and cloud services are more interoperable.
  > If cloud providers have heavy integration with business operations (i.e., managed services and SaaS), lock-in will remain pervasive, because changing providers can be costly and time-consuming and can potentially contain high risk and commensurate high impact.
  > IaaS is maturing to a level where enterprises are more confident to simply power these services on and off, based on demand.
- Assurance over provider processes and procurement processes depends on the ability of the industry to provide suitable transparency mechanisms for a variety of requirements from various customers.
OUTLOOK

Full cloud integration will be a key priority for enterprises over the next five years as cloud computing market maturity reshapes the landscape and awareness of cloud benefits increases. The ecosystem should become seamless among public, private and hybrid clouds. Public cloud popularity stems from the level of maturity that it has achieved in the last few years and the demonstrated robust infrastructure supporting this delivery option. The “public” connotation does not infer inadequacy; many public clouds are more robust and secure than private clouds. The hybrid cloud model will allow enterprises to use private and public clouds, depending on individual business goals.

PaaS will continue to grow, but eventually it will merge with IaaS to create a new, more robust cloud service. Some of the drivers behind this convergence are the collaboration of PaaS and IaaS providers, the purchase of PaaS providers by IaaS providers and the fact that IaaS needs a platform to develop applications and PaaS is a natural option. Furthermore, PaaS users are finding this service to be complicated and incomplete for development efforts. By combining the strengths of PaaS and IaaS, cloud providers can offer what Forrester Research calls “IaaS-plus.”

Security and privacy concerns will continue to be a primary inhibitor to the adoption of cloud computing, but these fears will wane as enterprises continue to put more weight on reliability and scalability as the key factors in deciding whether to adopt cloud or maintain the status quo. An improved understanding of roles and responsibilities of clients and providers will further the development of security and privacy plans. The RightScale 2015 cloud study reveals that concerns about cloud security declined in 2014 to 41 percent; as enterprises gain more experience with cloud security options and best practices, cloud security concerns decrease.

Cloud adoption rates in Africa, Asia and Latin America will start showing improvement in the next five years as more cloud providers invest capital to either start or expand services in these areas. High demand in developing countries will continue to grow, as enterprises better understand the positive impact that cloud can have on their business operations, including modifying existing processes and services and developing new capabilities that transform operations to create new value chains.

The decision to invest in cloud products and services should be a strategic decision.

Boards of directors and top management need to be involved throughout a cloud product’s life cycle. Any cloud-specific risk should be treated as a business risk, thereby requiring management to understand cloud benefits and challenges to be able to address cloud-specific risk.

The assumption that cloud adoption is driven by IT is incorrect. Businesses want to be enabled and have already shown an appetite to adopt cloud even if the IT department has not sanctioned it. For example, Dropbox, which is a consumer-oriented, file-sharing application for sending large files to third parties or internal recipients, has been used to bypass antiquated email attachment policies that were established by IT departments. Regardless of who is driving the decision to adopt cloud services, the need remains for better explanations of the benefits that cloud can bring to an enterprise and how cloud computing can fit into an overall enterprise strategy.

ISACA®

ISACA helps global professionals lead, adapt and assure trust in an evolving digital world by offering innovative and world-class knowledge, standards, networking, credentialing and career development. Established in 1969, ISACA is a global nonprofit association of 140,000 professionals in 180 countries. ISACA also offers the Cybersecurity Nexus™ (CSX), a holistic cybersecurity resource, and COBIT®, a business framework to govern enterprise technology.

Disclaimer

ISACA has designed and created Cloud Computing Market Maturity white paper primarily as an educational resource for security professionals. ISACA makes no claim that use of any of the Work will assure a successful outcome. The Work should not be considered inclusive of all proper information, procedures and tests or exclusive of other information, procedures and tests that are reasonably directed to obtaining the same results. In determining the propriety of any specific information, procedure or test, governance, risk and security professionals should apply their own professional judgment to the specific circumstances presented by the particular systems or information technology environment.
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